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SOLUTION BRIEF

Features

	y Unified management: 
Seamlessly manage and 
monitor all remote data 
through a centralized 
dashboard. 

	y Off-site backup copies: 
Ensure backup redundancy 
by storing secondary backup 
copies with off-site backups.

	y Immutability: Safeguard 
critical backups against 
deletion, corruption, or 
tampering with immutable 
storage from Wasabi.

	y Remote storage options: 
Easily perform data tiering and 
archive backups for long-term 
retention in Wasabi’s high-
performance, low-cost cloud.

 
Benefits

	y Meet long-term data retention 
and compliance requirements 
by storing immutable backup 
copies on Wasabi. 

	y Gain complete visibility 
across on-premises and cloud 
environments with unified 
backup management. 

	y Scale seamlessly to the cloud 
to meet evolving data growth 
demands without increasing 
management complexity.

Unify your data 
protection with 
Synology and Wasabi   
Comprehensive, simple, and scalable 
data management solution with complete 
cyber protection
Synology ActiveProtect is an integrated, purpose-built backup 
appliance that simplifies and unifies data protection across on-
premises and cloud environments. Powered by ActiveProtect 
Manager, it enables organizations to consolidate, monitor, and 
manage a wide range of workloads—including on-premises 
systems, SaaS applications, appliances, and remote storage—from 
a single, intuitive console. 

With Wasabi Hot Cloud Storage now available as a native drop-
down option within Synology’s S3-compatible storage settings, 
users can seamlessly extend their protection strategy to the 
cloud. This streamlined integration empowers IT teams to create 
off-site backup copies, automate data tiering, and achieve long-
term retention goals using a cost-efficient, high-performance, and 
immutable storage platform. 

With features such as automatic backup verification, self-healing 
integrity checks, and a built-in hypervisor for disaster recovery 
testing, ActiveProtect ensures the integrity and recoverability 
of mission-critical data. When paired with Wasabi’s immutable, 
secure, and affordable cloud storage, organizations gain a 
comprehensive end-to-end solution for safeguarding data against 
ransomware, corruption, or accidental loss—while maintaining 
predictable costs and effortless scalability.  
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Optimizing Backup Performance and Cyber Resilience with Wasabi 

Synology’s data protection solutions safeguard more than 30 million workloads worldwide. By 
integrating Wasabi Hot Cloud Storage, Synology enables customers to expand and modernize 
their backup infrastructure with flexible, secure, and affordable cloud storage options. Wasabi’s 
seamless integration with Synology empowers organizations to elevate their backup game—enabling 
a robust 3-2-1-1-0 strategy with minimal friction. By leveraging Wasabi as a high-performance off-
site target, IT teams can automate protection workflows, cut down on manual overhead, and gain 
crystal-clear visibility into their data resilience posture. As compliance and retention mandates 
evolve, Synology ActiveProtect allows users to automatically tier or replicate backups to Wasabi 
for long-term retention. This ensures businesses can meet regulatory obligations, optimize on-
premises storage capacity, and minimize overall costs—all while maintaining instant access to critical 
data when needed.


