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The Payment Canrd Industry Data Security
Standanrd (PCI-DSS) is a set of requirements for |
enhancing payment account data security to

reduce credit card data theft and fraud. To become
compliant, you must adhere and attest to that standard

Why should | be PCI compliant?

& 90% of data breaches happen to small merchant businesses.

& A breach can cause irreparable harm to a business’s reputation and customer relationships.
@& A data breach can severely impact a small business with financial burdens.

& Compliance helps build the right security to protect your customer data.

& Non-compliance penalizes you with an additional monthly fee so you maintain compliance.

Become PCI Compliant In 5 Easy Steps.
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Step #1

Log In: Profile: Scanning: Security: Maintenance:
After opening an account, Complete your business Complete scanning on Complete an online survey of You may need to maintain
you'll receive an email profile by answering your network if applicable your security practices called your compliance. We’'ll
prompting you to log into your questions on how you to your business the Security Assessment remind you by email if this
SecureTrust PCI Portal. accept payments. profile type. Questions (SAQ). is the case.
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Need help? Reach out!
PayrocPCISupport@securetrust.com | 1-800-213-8918

Payroc is a registered Independent Sales Organization (ISO) of Fifth Third Bank, N.A., Peoples Trust Company, Vancouver, Canada, Wells Fargo Bank, N.A., Concord, CA., and Wells Fargo Bank, N.A., Canadian Branch,
Toronto, ON, Canada. Payroc is a registered Encryption Support Organization (ESO), Payment Facilitator (PF), Third-Party Servicer (TPSV), Merchant Service Provider (MSP), Third Party Agents (TPA) of Fifth Third Bank, N.A.



